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Software License

This license governs the licensing of all Wellfleet software (Software) provided to licensee
for use with Wellfleet equipment (Equipment). Licensee is provided with Software in
machine-readable form and related documentation. The Software provided under this
license is proprietary to Wellfleet and to third parties from whom Wellfleet has acquired
license rights. Wellfleet does not grant any Software license whatsoever, either explicitly
or implicitly, except by acceptance of an order for either a Software license or for a
Wellfleet product that is packaged with Software. Each such license is subject to the
following restrictions:

1.

Licensee is granted a license to use the Software when payment for the license fee is
made. Upon receipt of payment, licensee is granted a personal, nontransferable,
nonexclusive license to use the Software with the specific item of Equipment with
which or for which it was originally acquired, including use at any of licensee’s
facilities to which the Equipment may be transferred, for the useful life of the
Equipment unless earlier terminated by default or cancellation. Use of the Software
shall be limited to such specific item of Equipment and to such facility. Software which
is licensed for use on hardware not offered by Wellfleet (e.g. Site Manager) is not
subject to restricted use on any Equipment, however, unless otherwise specified in the
Documentation, each licensed copy of such Software may only be installed on one item
of hardware at any time.

Licensee may use the Software with the backup Equipment only if the Equipment
with which or for which it was acquired in inoperative.

Licensee may make a single copy of the Software (but not firmware) for safekeeping
(archives) or backup purposes.

Licensee may modify Software (but not firmware), or combine it with other software,
subject to the provision that those portions of the resulting software which incorporate
licensed Software are subject to the restrictions of this license. Licensee shall not
make the resulting software available for use by any third party.

Wellfleet and third parties from whom Wellfleet has acquired license rights shall at all
times retain title to and ownership of their respective portions of the Software
including new versions, new releases, updates and modifications provided to licensee.
Licensee agrees and acknowledges that licensee will obtain only such rights to a
license or sublicense for the Software as are specifically provided herein.



Software License (continued)

6.

10.

11.

12.

Licensee shall not provide, or otherwise make available, any Software, in whole or in
part, in any form, to any third party. Third parties do not include consultants,
subcontractors or agents of licensee who have licensee’s permission to use the
Software at licensee’s facility, and who have agreed in writing to use the Software only
in accordance with the restrictions of this license.

Third party owners from whom Wellfleet has acquired license rights to software that is
incorporated into Wellfleet products shall have the right to enforce the provisions of
this license against licensee.

Licensee shall not remove or obscure any copyright, patent, trademark, trade secret or
similar intellectual property or restricted rights notice within or affixed to any
Software and shall reproduce and affix such notice on any backup copy of Software or
copies of software resulting from modification or combination performed by licensees
as permitted by this license.

Notwithstanding any foregoing terms to the contrary, if Customer licenses the Product
“Site Manager”, Customer may duplicate and install the Site Manager Software as
specified in the Documentation. This right is granted solely as necessary for use of the
Site Manager Software on hardware installed within Customer’s network. [Note: For
licensees in the European Community, the Software Directive enacted by the Council
of European Communities Directive dated 14 May 1991 shall apply for
interoperability purposes. Licensee must notify Wellfleet in writing of any such
intended examination of the Software and Wellfleet may provide review and
assistance.]

Licensee shall not reverse assemble, reverse compile, or in any way reverse engineer
the Software.

This license will automatically terminate upon improper handling of Software, such as
by disclosure, or Wellfleet may terminate this license by written notice to licensee if
licensee fails to comply with any of the material provisions of this license and fails to
cure such failure within thirty (30) days after the receipt of written notice from
Wellfleet. Upon termination of this license, licensee shall discontinue all use of the
Software and return the Software and related documentation, including all copies, to
Wellfleet.

Licensee’s obligations under this license shall survive expiration or termination of this
license.



FCC Compliance Notice: Radio Frequency Notice

The following notice regarding compliance with Federal Communications Rules
pertain to the Backbone Node.

This equipment generates, uses, and can radiate radio-frequency energy. If you do not
install and use this equipment according to the instruction manual, this product may
interfere with radio communications. This product has been tested and found to
comply with the limits for a Class A computing device, pursuant to Subpart J of Part
15 of FCC Rules; compliance with these limits provides reasonable protection against
radio interference when such equipment is operated in a commercial environment.
Operating this equipment in a residential area is likely to interfere with radio
communications; in which case, the user, as his/her own expense, must correct the
interference.

Wellfleet shielded cables must be used with this unit to ensure compliance with the
Class A limits.

Canadian Department of Communications Radio Interference Regulations

This digital apparatus (the Backbone Node) does not exceed the Class A limits for
radio-noise emissions from digital apparatus as set out in the Radio Interference
Regulations of the Canadian Department of Communications.

Le présent appareil numérique (le Feeder Node, le Link Node, et le Concentrator
Node) n’émet pas de bruits radioélectriques dépassant les limites applicables au
appareils numériques de Classe A prescrites dans Le Réglement sur Le Brouillage
Radioélectrique Edité par Le Ministére des Communications du Canada.

SITE MANAGER SOFTWARE

Vi

SITE MANAGER SOFTWARE IS AVAILABLE FOR INSTALLATION ON EITHER
SUN SPARCSTATIONS OR DOS-BASED PERSONAL COMPUTERS (PCs). SITE
MANAGER MAY BE INSTALLED ON AN UNLIMITED NUMBER OF CUSTOMER
SUN SPARCSTATIONS. HOWEVER, SITE MANAGER FOR DOS PCs INCLUDES
DISTINCT CORPORATION’S IP RUNTIME SOFTWARE WHICH CAN BE COPIED
AND INSTALLED ON UP TO 15 PCs PER NETWORK IN CONJUNCTION WITH
WELLFLEET SITE MANAGER FOR DOS PCs.
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About this Guide

Audience and Scope

This guide is intended for experienced network managers who will be
configuring the Backbone Node (BN). Such individuals should know
the network topology in which the BN will operate.

Network managers should understand all protocols required in their
networks.

This guide describes how to use the Site Manager’s Configuration
Manager application to set BN parameters in one of three modes: local,
remote, or dynamic.

Organization

The Configuring System Software Guide consists of two volumes.
Volume I contains Chapters 1 through 11. Volume II contains Chapters
12 through 18 and Appendixes A through C. Both volumes contain
inclusive Tables of Contents, and Indexes.
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How to Use this Guide

How to Use this Guide

Refer to the following table for instructions on how to use this guide.
The table also indicates in which volume the information can be found.

For Instructions on: Refer to: Vol:
Using the Site Manager User Site Manager User I
Interface Interface

Familiarizing yourself with the Configuration Manager I
Configuration Manager’s Overview

functionality and performing local,
remote, or dynamic configuration

Configuring data-link layer Configuring Circuits I
connections to networks and adding
protocols to circuits

Configuring Frame Relay Configuring Frame Relay | 1
Configuring SMDS Configuring SMDS I
Configuring AppleTalk Configuring AppleTalk I
Configuring the Bridge Configuring the Bridge I
Configuring Source Routing Configuring Source I
Routing
Configuring DECnet Phase IV Configuring DECnet I
Configuring the IP Router Configuring the IP I
Router
Configuring OSPF Configuring OSPF I
Configuring IPX Configuring IPX II
Configuring the BN to generate Configuring the SNMP II

traps, and to restrict SNMP access Agent
to the BN

XVi



About this Guide

For Instructions on: Refer to: Vol:

Configuring VINES Configuring VINES II

Configuring XNS Configuring XNS II

Configuring traffic filters Configuring Filters II

Configuring Protocol Prioritization | Configuring Protocol II
Prioritization

Implementing configuration changes | Booting the BN with the | 1I

in local and remote mode, and Config File

saving dynamically made changes

Note: Appendix A contains Site Manager default settings. Appendix B
contains IEEE Assigned Codes. Appendix C provides guidelines
for creating Version 7 traffic filters identical to your Version 5
traffic filters.

Document Set

The following guides complete this documentation set:
Overview Guide

Describes the user interface, called the Site Manager
application, the system software, and the router
hardware.

Hardware Installation Guide
Describes how to physically install the router hardware
Quick-Start Guide

Describes how to configure the router’s initial IP network
interface, install the Site Manager application software,
and remotely create a pilot configuration for the Wellfleet
router using the Site Manager.

Xvii



Document Set

Hardware Maintenance Guide

Describes how to access the interior of the Wellfleet router,
replace the hardware, and how to read the LEDs.

Operations Guide

Describes how to use the Site Manager to perform day-to-
day operations and how to use the Technician Interface to
perform software maintenance.

If you are missing any guides, contact Wellfleet Customer
Support at 1-800-2LANWAN.

Conventions
This document set uses the following conventions:
Convention: Denotes:
filename Italics denote file and directory names.
command Bold text denotes text the user needs to enter.

Protocols/DECnet  The slash character (/) separates menu and
option names in instructions; this example
identifies the DECnet option in the Protocols
menu.

Xvii
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Site Manager User Interface

About this Chapter

This chapter describes how to enter and exit the Site Manager
application; how to determine which Site Manager version you are
running; and describes the Site Manager user interface, an intuitive,
window-based graphical user interface (GUI) with point-and-click
access.

Entering and Exiting the Site Manager

To enter the Site Manager application, move to the directory in which
you installed the application (see the Release Notes for installation
instructions), type wfsm and press the carriage return. The Wellfleet
Site Manager Window appears (see Figure 1-1).

To exit the Site Manager application, select the File/Exit option in the
Wellfleet Site Manager Window. A pop-up window appears asking if
you would like to terminate this session. Click on the Ok button to exit
the application.

Determining the Site Manager Version

To determine the Site Manager version you are running, select the
File/Site Manager Version option in the Wellfleet Site Manager
Window (see Figure 1-1). A pop-up window appears containing the
version number. Click on the Cancel button to exit the window.

1-1



Window-Based User Interface

Window-Based User Interface

1-2

The Site Manager user interface is a hierarchical window system. The
top window in the hierarchy is the Wellfleet Site Manager Window (see
Figure 1-1), which is the first window displayed when you enter the
application.

Menu Bar
Events
Manager Backbone
_‘?_‘ Remote Statist xgde_a ot
Configuration 1ap File System austics ministrative
Manager | Monltor Manager | Man'ager Co?1mands
i illfleet site Matager l ‘

File Bptlons Config Euents nemntel-'iles .Stals..~. Admin |

System Name/IP Hddreﬂ:lg,'iA,S.'BS
SNMP 1D (Community): public

System_Record

System Name: Backbone ~die:

Contact: | Joe Network

: Locatinn:" Bostan

fescription:

Figure 1-1. Wellfleet Site Manager Window



Site Manager User Interface

The menu bar in the Wellfleet Site Manager Window provides access to
the five management applications (the Configuration Manager, the
Events Manager, the Trap Monitor, the Remote File System Manager,
and the Statistics Manager). You can run the five management
applications simultaneously.

The Wellfleet Site Manager Window also allows you to execute BN
administrative commands, by selecting Admin and the appropriate
command option.

Active Windows

An active window allows you to perform functions and/or enter
information. Each management application allows you to have
multiple active windows simultaneously. However, in some instances,
windows displayed on your console will be inactive. If you try to work
with an inactive window, the Site Manager highlights the active
windows.

Window Types

Every Site Manager window has either a menu bar (for example, the
Wellfleet Site Manager Window in Figure 1-1) or function buttons (for
example, the RIP Interface Parameters Window in Figure 1-2).
Basically, windows with menu bars allow you to perform many
functions; whereas, windows with function buttons allow you to enter
and modify data associated with a single function only.

Identifying Windows

Every Site Manager window has a title that can appear in three
locations, as follows:

0 Centered at the top of the window (for example, the Wellfleet
Site Manager Window in Figure 1-1).

a Displayed below the function buttons (for example, the RIP
Interface Parameters Window in Figure 1-2).

0 Displayed above the function buttons (for example, the Delete
IP Adjacent Host Window in Figure 1-3).

1-3



Window-Based User Interface

Function
buttons

Figure 1-3. Delete IP Adjacent Host Window
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Site Manager User Interface

Working with Windows

The Site Manager is easy to use. The program’s point-and-click access
reduces the likelihood of typographical errors, allowing you to
configure most parameters and to execute functions simply by pressing
a mouse button. The application also allows you to enter data directly
from the keyboard.

The following sections describe how to work with Site Manager
windows. The first section describes window conventions that you
should familiarize yourself with before using the Site Manager. The
remaining sections describe how to enter, display, delete, and save
data; how to display on-line help; and how to exit windows.

Window Conventions

Site Manager windows use the following conventions:

m}

Menu labels, menu options, and button labels that end with
three dots (...) generate a new window when selected.

For example, the Site Manager generates a new window when
you select the menu label Remote Files in the Wellfleet Site
Manager Window (see Figure 1-1), when you click on the

Help button in the RIP Interface Parameters Window (see
Figure 1-2), and when you select the Protocols/IP/Global
option in the Wellfleet Configuration Manager Window (see
Figure 1-4).

Menu labels with no dots and menu options followed by a
shaded arrow ( » ) display a menu or submenu when selected.

For example, the Protocols menu and the IP submenu in the
Wellfleet Configuration Window (see Figure 1-4).

Button labels with no dots (...) perform a function when you
click on them.

For example, when you click on the Save button in the RIP
Interface Parameters Window (see Figure 1-2), the
Configuration Manager saves the displayed data and exits the
window.
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Figure 1-4. Wellfleet Configuration Manager Window

a Underlines in menu labels and menu options identify keyboard

short cuts.

For example, to use the keyboard to select the Protocols/IP
option in the Wellfleet Configuration Manager Window (see
Figure 1-4), you would type the letters P and | (the Site Manager
is not case sensitive).

0 PF# in menu labels identify function key shortcuts.

For example, to select the Trap Monitor menu option in the
Events menu displayed in the Wellfleet Site Manager Window
(see Figure 1-5), you would press the F6 function key.
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o The Site Manager displays in grey menu options that are not
active for a particular window.

For example, in Figure 1-4, the Site Manager displays the
Bridge menu options in grey, because that configuration does
not support the Bridge protocol. If you were to add Bridge

support to that configuration, the Site Manager would display
the Bridge menu option in full color and allow you to select it.

Wellfleet Site Manager

File Options Config Events FileSystem... Stats... Admin

System Name:

Contact:

Location:

Description:

System_Record

Trap Monitor PF

System Name/IP Addy Log Files

PF1

SNMP 10 (Community): public

Backbone Nnde

Joe Network

Boston

Figure 1-5. Wellfleet Site Manager Window
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Entering Data

The Site Manager allows you to use the mouse and the keyboard to
enter data. The following sections describe both procedures.

Using the Mouse

In windows containing a Values button, the Configuration Manager
allows you to position the cursor in a particular data field and then
click on the Values button to display a pop-up window with the proper
range of settings for that data field. Figure 1-6 shows the Values pop-
up window for the Default Volume parameter in the TFTP Parameters
Window. To use a Values pop-up window, simply select or enter the
desired setting in the pop-up window and click on the Save button. The
Site Manager automatically enters your selection in the data field.

Using the Keyboard

To use the keyboard to enter data in a field, do one of the following:

1-8

0 Use the mouse to select the existing data entry in the field and

then use the keyboard to enter your data; the data you enter
will replace the selected entry.

Double clicking on a word selects the word. Triple clicking on a
word selects the entire data entry in the field.

Position the cursor in the field, toggle the insert key to the
proper insert mode, and then use the keyboard to enter data.

The insert key is one of the number keys on the right side of
your keyboard (see Figure 1-7). The insert key toggles the insert
mode between insert and overwrite. When you enter data in
insert mode, the cursor appears as a block ([1), and your entry is
added to the existing entry. When you enter data in overwrite
mode, the cursor appears as an I (I), and your entry overwrites
the existing entry.
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Figure 1-6. Values and Help Pop-Up Windows for Default Volume Parameter
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Caps Scroll Num
Lock Compose Lock Lock

Insert Key ———»

Figure 1-7. Insert Key

Displaying Hidden Data
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Some windows may contain hidden data fields. These windows have a
jagged line underneath the last visible data field signalling that there
are more fields. To see the additional field, click into the last visible
data field and use the down arrow key on your number key pad. Or,
simply click on the jagged line. If no additional field exists, the Site
Manager does nothing.

Some data fields may contain hidden data. To see the hidden data,
click into the data field and use the right arrow key on your number
key pad.

Windows that display lists of data provide scroll bars that indicate
whether hidden data exists and that allow you to access any hidden
data. For example, the Module List Window in Figure 1-8 indicates
that the window contains hidden data, because the scroll bar does not
stretch the entire length of the data display. To reveal the hidden data,
use the mouse to drag down the scroll bar. N
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Module List

Change Module
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<—+— Scroll Bar
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Figure 1-8. Module List Window

Displaying Help Windows

In windows containing a Help button, the Configuration Manager
allows you to display pop-up Help windows. Simply place the cursor in
the field for which you would like a Help Window displayed and then
click on the Help button. Figure 1-6 shows the Help window for the
Default Volume parameter in the TFTP Parameters window.

Exiting Windows

To exit a window containing a menu bar, select the File/Exit or File/
Cancel option. To exit a window containing function buttons, click on
the Cancel button.
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Configuration Manager Overview

About this Chapter

This chapter provides:

a  An overview of the Configuration Manager’s functions

o A description of each of the Configuration Manager’s three
operating modes (local, remote, and dynamic), and an
explanation of how the Configuration Manager operates in each
mode

0 A description of how to use the Configuration Manager in each
operating mode to configure the BN, including specific
configuration steps

a A description of how to use the Configuration Manager to
configure the BN’s connection to the Technician Interface (TI)

7 A description of how to use the Configuration Manager to

specify BN administrative information

You should read this chapter before you use the Configuration
Manager to configure a BN.
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Configuration Functions w

The Configuration Manager allows you to perform the following BN
configuration functions:

a

Configure circuits.

Circuits are the data-link layer connections between the BN
and attached network(s).

Configure routing/bridging protocols.

Routing/bridging protocols are added to circuits to form
network interfaces.

Configure filters.

Filters are used mainly for security reasons; they enable the BN
to selectively relay or drop incoming packets.

Assign priority to certain types of traffic.

Protocol prioritization allows you to assign priority to certain
types of traffic that you choose.

Reconfigure the Technician Interface (TI) console parameters. N

A command-line interface, the TI is a back up to the Site
Manager. The console port on the System Resources Link
Module (SRM-L) connects the BN to the TI.

In addition, the Configuration Manager allows you to specify a BN’s
hardware configuration and certain administrative information about
the BN. The following sections provide an overview of each function.

Configuring Circuits

The Configuration Manager enables you to configure circuits quickly —
default parameter settings minimize the parameters you must specify.
You simply select the connector for which you wish to configure a
circuit from a graphic display in the Add Circuit Window and then click
on the Save button. The Configuration Manager provides a default
circuit name and automatically configures the requisite physical-layer
(or line) parameters appropriate for the selected connector.

2-2
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After configuring the circuit, the Configuration Manager automatically
prompts you to select the network protocols you wish to run over the
circuit so that you can configure a network interface. You specify only a
few parameters for each added protocol. The application provides
default settings for the remaining parameters needed to configure the
interface; however, the application allows you to edit certain interface-
specific parameters at this point.

After you have added a circuit (and optionally added network
protocols), the Configuration Manager allows you to access and edit all
parameters associated with the circuit. Specifically, you can:

a Delete or rename the circuit.

o Edit the physical-layer, or line, parameters (Ethernet, FDDI,
synchronous, E1, T1, Token Ring, or HSSI) associated with the
circuit.

0 Add network protocols to the circuit to configure a network
interface.

0 Edit interface-specific parameters associated with supported
network protocols.

o Delete network protocols from the circuit.
o Move a circuit from one network interface to another.
0 Add multiple IP addresses to a single circuit that supports IP.

Any changes you make affect only the circuit or network interface (if
you added network protocols) you are reconfiguring. Each time you add
a new circuit, the Site Manager again uses its own default settings, plus
the few parameters that you specify, to configure the new circuit.
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Configuring Routing/Bridging Protocols

The Configuration Manager allows you to access and reconfigure all
parameters associated with each protocol that you have added to a
circuit. You can access these parameters on a system-wide or interface-
specific basis.

Configuring Traffic Filters

The Configuration Manager allows you to configure traffic filters that
instruct the router to selectively relay or drop a packet, frame, or
datagram based on standard protocol fields or user-defined fields. You
can configure traffic filters for the following protocols: the Bridge, IP,
DECnet Phase IV, VINES, Source Routing, IPX, and XNS.

Configuring Protocol Prioritization

The Configuration Manager allows you to assign priority to different
types of traffic transmitted on an individual synchronous line
interface. Priority assignment is based on fields with in the datalink or
IP headers, or by length.

Configuring the BN Connection to the Technician Interface (TI)

The console port on the System Resources Link Module connects the
BN to the Technician Interface (TI). The Site Manager provides default
settings for the console configuration (Appendix A lists the default
settings); however, you can use the Configuration Manager to access
and reconfigure all console parameters.

Specifying BN Hardware Configuration

2-4

During dynamic and remote mode (operating modes are described later
in this chapter), the Configuration Manager uses SNMP to retrieve
and display the BN’s hardware configuration in the hardware display
in the Wellfleet Configuration Manager Window (see Figure 2-1). Thus,
you do not specify the hardware configuration in dynamic or remote
mode.
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However, in local mode, the Configuration Manager requires you to
specify the hardware configuration whenever you create a new
configuration file, and when you edit a local configuration file for which
there is no local hardware configuration file. When you save a local
configuration, the Configuration Manager automatically creates a local
hardware configuration file that is associated with that BN
configuration file.

Specifying Administrative Information

The Configuration Manager allows you to specify a system name, a
system contact, and a system location for the BN. Each time you use
the Site Manager to access the BN, the Site Manager retrieves the
administrative information and displays it in the Wellfleet Site
Manager Window (see Figure 2-2), which is the window displayed at
Site Manager start-up.

Operating Modes

The Configuration Manager allows you to perform all configuration
functions in one of three modes: local, remote, or dynamic. You specify
the operating mode from the Wellfleet Site Manager Window (see
Figure 2-2) by selecting Config and the appropriate operating mode
option. When you operate the Configuration Manager in remote or
dynamic mode, you configure SNMP options that allow the
Configuration Manager to access the BN.
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Configuration Manager

Welifleet Site Manager

Local...

System Name¢ Remote...

System_Record

SNMP 1D (CommunityJ):

Dynamic...

File Options Config Events Remote Files..

System Name: [Backbnne Node

WY

Contact:  dJoe Networ

k

Location:

Boston

Description:

Stats...

Admin

Figure 2-1. Wellfleet Site Manager Window

For each function you can perform, the Configuration Manager
displays the same windows in the same sequence regardless of the

operating mode. For example, the Configuration Manager displays the

same sequence of windows when you configure the Routing

Information Protocol (RIP) protocol in local mode, as it displays when

you configure RIP in dynamic mode.

The Configuration Mode field in the upper-left corner of each window

identifies the Configuration Manager’s current operating mode. For
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example, Figure 2-2 shows the RIP Interface Parameters Window
when the application is running in local mode.

r
Edit RIP Interface:192.32.4.55

Configuration Mode: local
SNMP Agent: LOCAL FILE

RIP Interface Parameters

Enable BN\nBLE

Default Route Supply
Default Route Listen
Poisoned Reverse

Figure 2-2. RIP Interface Parameters Window

The following sections describe each operating mode, and how to run
the Configuration Manager in each of the three modes; refer to Figure
2-3 as necessary.
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Dynamic Mode

Local Mode Manager USC.S SNMP GETS to
retrieve and display
the BN’s real-time
configuration. Uses
— T — SNMP SETs to
JIEEEEERERENEE NN RN reconfigure MIB
variables in BN
<«— memory.
Changes occur
immediately, but are
lost at reboot if the
active configuration
is not saved to a
configuration file.
The Configuration
Manager allows you
to save dynamically
made changes to
a configuration file
in the BN’s file
system.

Configuration

Creates a new local configuration
file (you specify the hardware),
or writes changes to a local
configuration file.

v

To implement configurations made
locally, first use the File System
Manager to TFTP the file to the
BN’s file system. —————p

Remote Mode

Uses SNMP GETs to retrieve
the BN hardware from MIB
variables in memory. —
You create a new configuration
based on that hardware.

Second, reboot the BN with the
new/updated file by selecting
the Admin/boot option in the
Wellfleet Site Manager
Window.

Or uses TFTP to retrieve a
configuration file from the BN’s
file system.

You then update the retrieved file.

A

To implement configurations made
remotely, first use the Configuration
Manager to save (using TFTP) the
<+——— file to the BN’s file system.

Second, reboot the BN with the
new/updated file by selecting the
Admin/boot option in the Wellfleet
Site Manager Window.

% Backbone Node

File system storing configuration files

— ]

% MIB variables in memory
|

Figure 2-3. Local, Remote, and Dynamic Operating Modes
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Local Mode

When you run the Configuration Manager in local mode, you either

create or edit a local configuration file on the Site Manager

workstation. Unlike remote and dynamic modes, the Configuration

Manager does not access a BN; therefore, you may have to specify the

BN’s hardware configuration (the Configuration Manager

automatically retrieves and displays a local hardware configuration

file if one exists).
In local mode, you must specify hardware when you:

a Create a new configuration file.

However, when you save a configuration file in local mode, the
Configuration Manager automatically creates a hardware
configuration file (named config_file_name.hdw) that it
associates with that configuration file. The application saves
both the configuration and hardware file locally on the Site
Manager workstation.

Edit an existing local file for which there is no local hardware
configuration file.

When you open a local configuration file, the Configuration
Manager automatically opens the associated hardware
configuration file. However, in some instances there may be no
hardware configuration file. For example, if you use the File
System Manager to TFTP a configuration file to the Site
Manager workstation, when you use the Configuration
Manager to open that file for local editing, there will be no local
hardware file associated with it. In such a situation, you must
specify the hardware; once you have done so, the Configuration
Manager will automatically display the configured circuits in
the Wellfleet Configuration Manager Window.

Once you have specified a BN’s hardware configuration in local mode,

you can go on to configure circuits, routing/bridging protocols, filters

and priority assignments in the same manner as if you were running
the application in remote or dynamic mode. When you have configured

all required parameters, you save the file to the Site Manager

workstation. To implement your configuration, you must use the File
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System Manager to TFTP the configuration file to the BN, and then
use the Site Manager to reboot the BN with the file. Performing Local
Configuration lists the configuration steps you must follow when
operating the Configuration Manager in local mode.

Remote Mode

2-10

You use remote mode if you can access the BN over the network but
want to implement the configuration at a later date. In order to run the
Configuration Manager in remote mode, you must first configure
SNMP options that identify the BN you wish to configure and that
provide the Site Manager with an SNMP community that has access to
the BN. Enabling SNMP Access to the Backbone Node provides an
overview of SNMP options.

After you have specified SNMP options and selected the remote
operating mode, the Configuration Manager uses SNMP GETs to
retrieve and display the BN’s hardware configuration in the Wellfleet
Configuration Manager Window (see Figure 2-5). Optionally, if you
specify a configuration file stored in the BN’s file system, the
Configuration Manager uses TFTP to automatically retrieve that file
for local editing. In Figure 2-5, the BN administrator has retrieved the
configuration file config.Q1, which contains configuration information
for the transceivers in slot 2. If you do not specify a BN configuration
file, you must create a new configuration file based on the retrieved
hardware.

When you save a new or updated configuration file in remote mode, the
Configuration Manager automatically TFTPs the file to the BN. You
must then use the Site Manager to reboot the BN with that
configuration file in order to implement the configuration. Performing
Remote Configuration lists the configuration steps you must follow
when operating the Configuration Manager in remote mode.
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WellfleetConfigurationManager

File Options Circuits Protecols System Record...

Configuration Mode: Remote
SNMP Agent: Public

File Name: config.Q1 Color Key: m

Siot Description Connectors

- I I
I I -
- I I

Figure 2-4. BN Hardware Configuration in Wellfleet Configuration Manager Window

Dynamic Mode

You use dynamic mode if you can access the BN over the network and
want to configure the system in real-time. In order to run the
Configuration Manager in dynamic mode, you must first configure
SNMP options that identify the BN you wish to configure and that
provide the Site Manager with an SNMP community that has read/
write access to the BN. Enabling SNMP Access to the Backbone Node
provides an overview of SNMP options.
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When running in dynamic mode, the Configuration Manager uses
SNMP GETs to retrieve and display the BN’s real-time hardware and
software configuration, and uses SNMP SETs to write changes directly
to the BN’s memory — dynamically reconfiguring the BN.

For example, when you dynamically reconfigure a BN’s IP Global
parameters, the Configuration Manager uses SNMP GETs to retrieve
the active configuration in the BN’s memory and displays the real-time
parameter settings in the IP Global Parameters Window (see

Figure 2-6). When you reconfigure a parameter in the window and click
on the Save button, the Configuration Manager uses an SNMP SET to
write the new value directly to BN memory and dynamically
reconfigures the node.

Note: While the reconfigured interface may incur a temporary
disruption in service, the rest of the BN system continues to
operate normally. Also, depending upon the configuration
procedure you perform, there may be network ramifications.

The dynamically made change is lost at reboot if you do not use the
Configuration Manager to save the active configuration to a
configuration file.Therefore, when operating in dynamic mode, the
Configuration Manager allows you to save a BN’s active configuration
to a named configuration file in the BN’s file system. Performing
Dynamic Configuration lists the configuration steps you must follow
when operating the Configuration Manager in dynamic mode.
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Configuration Mode: dynamic
SNMP Agent: 192.32.4.5

IP Global Parameters

Enable Iﬁﬂ_nnu ‘
Forwarding
Default TTL _
RIP Diameter _

Figure 2-5. IP Global Parameters Window in Dynamic Mode

Enabling SNMP Access to the Backbone Node

When you operate the Configuration Manager in dynamic or remote
mode, you must configure SNMP options that identify:

o The BN you wish to configure.

0 An SNMP community that enables the Configuration Manager
to access the BN.

You can also specify the number of seconds the Configuration Manager
waits for a response from the BN after it issues an SNMP SET or GET
before the Configuration Manager reissues the command, as well as
the number of times it will reissue the command.

You configure SNMP options in the SNMP Options Window (see Figure
2-6). You access this window by selecting the Options/SNMP option in
the Wellfleet Site Manager Window.
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Note: Once you have entered the Configuration Manager application, \_
you can reconfigure SNMP options by selecting the Options/ .
SNMP option in the Wellfleet Configuration Manager Window;
however, you may not specify another BN once you have
entered the Configuration Manager application.

SNMP Options

SNMP Options

Node Name/IP Address

~ Timeout (seconds)

| Cancel |
Fdsntity [Communitil _ '
; w
Kl

Retries (per request)

Figure 2-6. SNMP Options Window

This section provides information you need to edit each parameter in
the SNMP Option Window. Refer to this information to edit the
parameters you wish to change. For each parameter, it provides the
following:

g Wellfleet default

o Range of valid settings
o Parameter’s function
a

Instructions for setting the parameter
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When you are done editing parameters, click on the Save button to exit
the window and save your changes.

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Node Name/IP Address
None
Valid host name or valid IP address

Specifies the host name or IP address of the BN
you wish to configure.

Enter the BN’s IP address or host name. You may
only specify a host name if you have defined a host
name for the BN in the host file of your Site
Manager workstation.

Note: If you displayed the SNMP Options Window from the Wellfleet
Configuration Manager Window, the SNMP Options window
will not display the Node Name/IP Address parameter. Each
instance of the Configuration Manager application allows you to
access one BN only. To configure two BNs simultaneously, you
must display the SNMP Options Window from the Wellfleet Site
Manager Window, specify the new BN, and then run another
instance of the Configuration Manager application, Whlch
automatically communicates with that BN.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

2-16

Identity (Community)
public

Any valid SNMP community name.

Specifies the name of the SNMP community that
you wish the Configuration Manager to use to

access the BN.

Enter the SNMP community name. The
community must have read/write access to the
specified BN, if you wish to use the Configuration
Manager to reconfigure the BN. Community
names are case sensitive and consist of up to 31

characters.

Timeout (seconds)
5 seconds
1 to 300 seconds

Specifies the number of seconds the Configuration
Manager waits for a response from the BN, after
it issues an SNMP SET or GET before reissuing

the command.

Enter the number of seconds.

Retries (per request)
3
0 to 30

Specifies the number of times the Configuration
Manager will reissue a command when the BN

does not respond.

Enter the number of times.

£

N
.
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( Configuration Steps for each Operating Mode

The following sections list the configuration steps required when
configuring the BN in each of the Configuration Manager’s operating
modes. Each step points to the appropriate section or chapter in this
guide that describes the configuration procedure.

Performing Local Configuration
Local configuration consists of the following steps:

1.

Specifying the local operating mode and a configuration file (see
Specifying the Local Operating Mode in this chapter.

Specifying hardware (this step may or may not be required).
See Specifying Hardware in this chapter.

Configuring circuits (see the Configuring Circuits chapter).

Configuring routing/bridging protocols. Based on the protocol(s)
you configure, see the corresponding configuration chapter.

Configuring traffic filters (see the Configuring Filters chapter).

Configuring priority filters (see the Configuring Protocol
Prioritization chapter).

Saving the configuration file to the Site Manager workstation
(see the Booting the BN with the Config File chapter).

Using the File System Manager to TFTP the configuration file
to the BN (see the Booting the BN with the Config File chapter).

Using the Site Manager to reboot the BN with the configuration
file (see the Booting the BN with the Config File chapter).
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Performing Remote Configuration

Remote configuration consists of the following steps:
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1.

Specifying the BN you wish to configure (see Configuring
SNMP Options in this chapter.

Specifying the remote operating mode and a configuration file
(see Specifying the Remote Operating Mode in this chapter).

Configuring circuits (see the Configuring Circuits chapter).

Configuring routing/bridging protocols.Based on the protocol(s)
you configure, see the corresponding configuration chapter.

Configuring the SNMP agent (see the Configuring SNMP
chapter).

Configuring filters (see the Configuring Filters chapter).

Configuring priority filters (see the Configuring Protocol
Prioritization chapter).

Saving the configuration file to the BN’s file system (see the
Booting the BN with the Config File chapter).

Using the Site Manager to reboot the BN with the configuration
file (see the Booting the BN with the Config File chapter).
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( : Performing Dynamic Configuration

Dynamic configuration consists of the following steps:

1.

Specifying the BN you wish to configure (see Configuring
SNMP options in this chapter).

Specifying the dynamic operating mode by selecting the Config/
dynamic option in the Wellfleet Site Manager Window.

The Wellfleet Configuration Manager Window appears
displaying the real-time BN hardware and software
configuration.

Configuring circuits (see the Configuring Circuits chapter).

Configuring routing/bridging protocols. Based on the protocol(s)
you configure, see the corresponding configuration chapter.

Configuring the SNMP agent (see the Configuring SNMP
chapter).

Configuring filters (see the Configuring Filters chapter).

Configuring priority filters (see the Configuring Protocol
Prioritization chapter).

Saving the configuration file to the BN’s file system if you wish
to maintain a record of the changes you made (see the Booting
the BN with the Config File chapter).
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Specifying the Local Operating Mode

You specify the local operating mode from the Wellfleet Site Manager
Window, as follows:

2-20

1.

Select the Config/local option to display the Edit Local
Configuration Window (see Figure 2-7).

Enter the configuration file name, as follows:

— If you wish to edit a local file, enter the configuration file
name and click on the Open button.

By default the Configuration Manager retrieves the file from
the directory in which you are running the Site Manager
application. If the file resides in a different directory, you
must specify it.

The Configuration Manager retrieves the specified filed and
displays its contents in the Wellfleet Configuration Manager
Window. If there is no local hardware configuration file
associated with that configuration file, the Wellfleet
Configuration Manager Window will remain empty until
after you specify the hardware, at which point, the
application will automatically display configured circuits.

— If you wish to create a new configuration file, enter a file
name and click on the Open button.

The Configuration Manager displays the Create a New File
Message Pop-Up Window. Click on the Ok button to display
the Wellfleet Configuration Manager Window.
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Edit Local Configuration File

Edit Configuration File

| open | cancel
Enter file name: —

Figure 2-7. Edit Local Configuration Flle Window

Specifying the Remote Operating Mode

You specify the remote operating mode from the Wellfleet Site
Manager Window, as follows:

1. Select the Config/remote option in the Wellfleet Site Manager
Window to display the Edit Remote Configuration Window (see
Figure 2-8).

2. Enter the configuration file name, as follows:

— Ifyou wish to retrieve a file from the BN for local editing,
select the number of the volume (or slot) containing the
configuration file (by default, the Configuration Manager
displays volume 2). Simply click on the Volume box to
display the available volumes. The directory of the chosen
volume will appear in the directory box. Then enter
configuration file name and click on the Open button.

The Configuration Manager uses TFTP to retrieve and
display the specified filed in the Wellfleet Configuration
Manager Window; the file name you specified is displayed in
the upper-left corner of the window. If the specified file does
not exist, the Wellfleet Configuration Manager Window
displays the hardware configuration and no circuits.
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— If you wish to create a new configuration file based on the
current hardware configuration, select the number of the
volume (or slot) to which you will later save the
configuration file (by default, the Configuration Manager
displays volume 2). Simply click on the Volume box to
display the available volumes. The directory of the chosen
volume will appear in the directory box. Then enter the file
name and click on the Open button.

The Configuration Manager displays the Wellfleet
Configuration Manager Window with the BN’s current
hardware configuration. The file name you specified is
displayed in the upper-left corner of the window.

Edit Remote Configuration File

Edit Configuration File

Enter file name:

Q3Config.cfg _

Directory:

startup.al
merc.alias
udbug.exe
freboot.exe
test

config
boot.exe
events.bin

Figure 2-8. Edit Remote Configuration File Window
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Specifying Hardware

You can only specify hardware in local mode. The Configuration
Manager allows you to add hardware to empty slots and change the
hardware in occupied slots. The procedure for both is the same.

Note: When you change hardware in an occupied slot for which there
are circuits configured, the Configuration Manager
automatically deletes the circuits.

You specify hardware from the Wellfleet Configuration Manager
Window, as follows:

1. Under Description, click on the slot for which you wish to
specify hardware.

The Configuration Manager displays the Module List Window
(see Figure 2-9) which lists Wellfleet’s Link Modules and their
corresponding MIB identifiers.

2. Drag the scroll bar to see all Link Modules.

3. Select the proper Link Module for the slot and click on the
Change Module button.

The Wellfleet Configuration Manager Window reappears
displaying the Link Module you selected in step 3 in the slot you
selected in step 1.

Repeat this procedure for each slot for which you wish to specify
hardware.
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Module List

ChangeModule

5100 Dual Ethernet Module 1
5405 Dual Ethernet Module 2
—— Scroll Bar
5300 Quad Synch Module 1

5280 Quad Synch 2

54308 Dual Synch Dual Ethernet 1

5530 Dual Sync, Dual Ethernet w/

5428 Dual Sync Single Ethernet
54508 Quad PortEthernet

5418 Single Sync Single Ethernet
5538 Dual Ethernet High Perf

il T

MIB identifiers Link Modules

Figure 2-9. Module List Window

Technician Interface (Tl) Console Connection and Administrative Information
The following sections describe how to configure:
1 Technician Interface (TI) console connection

The console port on the System Resources Link Module
(SRM-L) connects the BN to the TI. You use the TI during BN
installation to enable the BN’s start-up configuration and as an
emergency interface when the Site Manager is unavailable. The
console port allows you to connect the BN to the TI either
directly or via a modem.
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o BN administrative information

The Configuration Manager allows you to specify a system
name, contact, and location for the BN. When you access the BN
from the Wellfleet Site Manager Window, the application
automatically retrieves this administrative information and
displays it in the Wellfleet Site Manager Window.

Editing the Technician Interface (Tl) Console Parameters

You edit console parameters in the Console Window (see Figure 2-10).
You display this window from the Wellfleet Configuration Manager
Window by clicking on the console port displayed in slot 1.

This section describes how to edit the parameters displayed in the
Console Window. For each parameter, it provides the following:

0 Wellfleet default

0 Range of valid settings

0 Parameter’s function

0 Instructions for setting the parameter

Refer to this information to edit the parameters you wish to change.
When you are done, click on the Save button to exit the window and
save your changes.
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Configuration Mode: Local
SNMP Agent: LOCAL FILE

Console

- Baud Rate

Data Bits

Parity
Stop Bits
Enable. Modem

' tines{P{er Scregn 4
Enabie MORE
Prompt

Login Timeout

Password Timeout

L

S

E
L

DISABLE /

ENABLE

ti>

Figure 2-10. Console Window

Specifies
BN to Tl
Connection.

Indicates
additional
parameters.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Parameter :

Parameter :
Wellfleet Default:
Options:

Instructions:

Instructions:

Baud Rate
9600
9600, 4800, 1200, 600, 300

Specifies the rate of data transfer between the
console and the router.

Set according to your console requirements.

Data Bit
8
Tor8

Specifies the number of bits in each ASCII
character received or transmitted by the router.

Set according to your console requirements.

Parity
None
None, Odd, Even

Enables or disables data error detection for each
character transmitted or received.

Set according to your console requirements.Odd or
Even enables data error detection. None disables
data error detection.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:
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Stop Bits
1
1,1.5,2

Specifies the number of bits that follow each
ASCII character received or transmitted by the
router.

Set according to your console requirements.

Enable Modem
Disable
Enable/Disable

Specifies whether the terminal is connected
directly or via a modem to the TI.

Select Enable if the terminal is connect via a
modem to the TI.

Select Disable if the terminal is connected directly
to the TI.

Lines Per Screen
24
0 to 512

Specifies the maximum number of lines displayed
on the console screen.

Set according to your console requirements.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :

Wellfleet Default:
Options:

Function:

Instructions:

Parameter :

Wellfleet Default:
Options:

Function:

Instructions:

Enable More
Enable
Enable/Disable

Specifies whether the TI pauses after the screen
fills with data.

Select Enable to configure the TI to pause after
the screen fills with data.

Select Disable to configure the TI not to pause
after the screen fills with data.

Prompt

ti>

Any string of up to 19 keyboard characters except
for control key sequences.

Specifies the text used as a prompt on your
console screen.

Accept the default or enter a different text string.

Login Timeout
1
1 to 99 (99 indicates infinity)

Specifies the number of minutes to time out when
the Enter key has not been pressed after the
Login: prompt. This parameter is valid only when
Enable Modem is set to Enable.

Accept the default or enter a new timeout value.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:
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Password Timeout
1
1 to 99 (99 indicates infinity)

Specifies the number of minutes to time out when
the enter key has not been pressed after the
Password: prompt. This parameter is valid only
when Enable Modem is set to Enable.

Accept the default or enter a new timeout value.

Command Timeout
15
1 to 99 (99 indicates infinity)

Specifies the number of minutes to time out when
no one has pressed the Enter key after the prompt
determined by the Prompt parameter. This
parameter is valid only when Enable Modem is set
to Enable.

Accept the default or enter a new timeout value.

Login Retries
3
1 to 99 (99 indicates infinity)

Specifies the maximum number of login attempts
when Enable Modem is set to Enable.

Accept the default or enter a new retry value.
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( Specifying Administrative Information

You specify BN administrative information in the System Parameters
Window (see Figure 2-11). To display this window, select System
Record in the menu bar of the Wellfleet Configuration Manager
Window. Enter the required information and then click on the Save
button to exit the window and save the administrative information.

Configuration Mode: Local
SNMP Agent: LOCAL FILE

System Parameters

System Contact

Figure 2-11. System Parameters Window

Parameter: System Contact
Wellfleet Default:  None
Options:  Any person(s)

Function:  Provides the name of the person to contact
regarding issues with this BN.

Instructions:  Enter name of contact, and possibly a way to
contact that person.
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Parameter: System Name
Wellfleet Default: None
Options: Any name
Function: Identifies this BN.

Instructions:  Enter the appropriate name for this BN.

Parameter: System Location
Wellfleet Default:  None
Options:  Any place
Function: Identifies the physical location of this BN.

Instructions:  Enter a location description for this BN.
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Configuring Circuits

About This Chapter

This chapter explains how to use the Configuration Manager first to
configure circuits on the BN, and second to establish default network
layer bridging and routing on each configured circuit. This procedure is
easy since you only need to select a circuit connector and specify a few
parameters for each protocol you add to a circuit. The Configuration
Manager automatically provides the rest of the necessary circuit
information. That is, once you select a connector to which a circuit will
interface, the Configuration Manager provides both a default circuit
name (which you may accept or change) and appropriate data-link
layer parameter defaults (depending on the connector type). When you
designate routing or bridging protocols to run across the circuit, the
Configuration Manager queries for required protocol values and then
provides a set of network layer protocol-specific parameter defaults.
Data link layer and network layer default values are suitable for most
networks; however, you can change them if they are inappropriate for
your network topology.

You should use this chapter if you are enhancing the pilot
configuration (described later in this chapter) you created using the
Quick-Start procedure described in the Quick-Start Guide, or if you are
configuring circuits, which includes:

a  Adding circuits to the BN
o Editing circuit parameters, which includes:
— Deleting a circuit from a BN

— Renaming a circuit
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Enhancing the Pilot Configuration

A
— Assigning additional IP addresses to a circuit
— Editing data link or network layer parameters
Enhancing the Pilot Configuration
When you finish with the Quick-Start procedure (described in the
Quick-Start Guide), the pilot configuration running on your BN
consists of two IP interfaces: the initial interface you configured using
the TI, and the pilot IP interface you configured using the Site
Manager.
At this point, you probably want to enhance the pilot configuration so
that it matches your actual network requirements.
Note: For instructions on creating new configuration files for the BN
from scratch, refer to the section Configuration Steps for Each ,,
Operating Mode in the chapter Configuration Manager 7
Overview.
In order to enhance the pilot configuration, you must first retrieve it
from the BN. Beginning at the Wellfleet Site Manager window, retrieve
the pilot configuration file as follows:
1. Select the Config/Remote option in the Wellfleet Site Manager
Window to display the Edit Remote Configuration window
(Figure 3-1).
2. Enter the pilot configuration file name, as follows:
— Select the number of the volume (or slot) containing the
configuration file (by default, the Configuration Manager
displays volume 2). Simply click on the Volume box to
display the available volumes. The directory of the chosen
volume will appear in the directory box.
TN
-
N
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N

Edit Remote Configuration File

Edit Configuration File

Enter file name:

quickstart.cfg _

Directory:

startup.al
merc.alias
udbug.exe
freboot.exe
test

config
boot.exe

events.bin
quickstart.cfg

Figure 3-1. Edit Remote Configuration File Window

— Enter the configuration file name (in this example
quickstart.cfg) and click on the Open button.

The Configuration Manager uses TFTP to retrieve and
display the specified file in the Wellfleet Configuration
Manager Window; the file name you specified is displayed in
the upper-left corner of the window. If the specified file does
not exist, the Wellfleet Configuration Manager Window
displays the hardware configuration and no circuits.

Depending on how you wish to enhance the file, proceed to one of the
following sections:
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— To add new circuits to the pilot configuration, proceed to the
section Adding a Circuit to the BN.

— To add additional bridging or routing protocols to the pilot
interfaces, proceed to the section Editing Circuits.

— To edit the line (data link level) details for the pilot
interfaces, proceed to the section Editing Line Details for a
Circuit.

— To edit the default IP parameters that you accepted when
you configured the pilot IP interfaces, proceed to the chapter
Configuring IP.

Note: Before you enable bridging and routing protocols on a circuit,
you may wish to refer to the chapter that describes the protocol
you are enabling. For example, if you have questions about the
VINES routing protocol, see the chapter Configuring VINES for
an overview of the protocol, and implementation guidelines for
enabling it on your network. (Each protocol chapter also
describes how to reset the default parameters for the protocol
after you have enabled it on a circuit).

Adding a Circuit to the BN

34

To add a circuit to the BN, you first select a connector (port) on the BN.
Then, you name the circuit that interfaces with the selected connector
and save the circuit. Finally, you enable the circuit with routing or
bridging protocols.

Begin at the Wellfleet Configuration Manager Window, and complete
the following steps:

1. Select the Circuits/Add Circuit option.
The Add Circuit Window appears (see Figure 3-2).

2. Click on a BN connector.

£

7N

s
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Add Circuit

Configuration Mode: local
SNMP Agent: LOCAL FILE

CircuitName: | E22

ColorKey:

Select line from availabl onnectors:

Siot

I .

1. Select connector

2. Accept default circuit
name, or enter a new
circuit name.

3. Save the circuit

Figure 3-2. Add Circuit Window

Type of circuit Slot where connector resides Connector position on Link Module

(E= ethernet)

(slot 2) (connector 2)

Circuit Name:

4V x

E22

Figure 3-3. Configuration Manager Default Circuit Name
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Note:

Note:

Note:

After you click on a connector, the Configuration Manager
names the circuit that interfaces with this connector in the
circuit name box. The default circuit name describes the type of
circuit and the location (slot and number) of the connector with
which this circuit interfaces (see Figure 3-3).

Default circuit designators are E for Ethernet and Elcircuits,
F for FDDI circuits, H for HSSI circuits, O for Token Ring
circuits, S for synchronous (point to point) circuits, and T for T1
circuits. As the defaults for Ethernet and E1 are identical, you
may want to assign new names to E1 circuits to avoid possible
confusion.

If you wish, you can change the circuit name by clicking on the
circuit name box and typing in a new circuit name which may
consist of any printable character.

Click on the Save button.
Save each circuit after you associate it with a connector. .

After you save the circuit, the Configuration Manager displays
the Select Protocols Window (Figure 3-4). You enable the circuit
with routing or bridging protocols from this window. In
addition, you can enable the Spanning Tree algorithm for the
Bridge, RIP or OSPF for IP, RIP for IPX, RIP for XNS, and
Protocol Prioritization for synchronous, E1, and T1 lines.

The Select Protocols Window differs slightly according to circuit
type. For point to point circuits (E1, HSSI, synchronous, or T1),
the window provides access to all routing and bridging protocols
as well as to protocol prioritization functions (as shown in
Figure 3-4). For LAN (Ethernet, Token Ring, or FDDI) circuits,
the window provides access to all protocols except for SMDS,
Frame Relay, and Protocol Prioritization which are
unsupported by these media.
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SelectProtocols

Protocolinterfaces

e

| [0 ‘Bridge

/

O Spanningiree |

o e

0 RIP

] ] OSPF
IEI UINES

[1 FrameRelay |
0 PR __l
. I:—D HNS

IEI RIP (HNS)
ID fippieTalk

[l “SourceRouting

Figure 3-4. Select Protocols Window

Select any or all
protocols to run on
this circuit.
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Select all routing or bridging protocols that you want enabled
on this circuit; then click on the Save button.

If you select Spanning Tree, the Bridge is automatically
enabled; similarly, if you select RIP or OSPF, IP is
automatically enabled; if you select RIP (IPX) or RIP (XNS),
IPX and/or XNS is automatically enabled.

For each protocol you enable, the Configuration Manager
generally displays a protocol-specific configuration window
prompting for additional required information. Some protocols
(for example, Frame Relay) require no additional information to
provide default service. In such cases, you can skip to step 6.

Define each protocol you added to the circuit.

The following sections describe how to define all routing and
bridging protocols for a circuit. You only need to refer to the
sections that correspond to the protocols and services you
enabled.

On each protocol window, you’ll first specify the required
configuration information. Then you have the option to either
accept or edit default settings for the protocol. Finally, you’ll
save the protocol information. The Configuration Manager then
displays the configuration window for the next protocol enabled
on the circuit.

Once you have defined all protocols enabled on the circuit, the
Configuration Manager returns to the Wellfleet Configuration
Manager Window. The connector box is now highlighted to
indicate that the circuit has been added.

Repeat steps 1 to 5 until all BN circuits are added and defined.

g
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Defining the Bridge
If you enabled the Bridge on the circuit, but did not enable the
Spanning Tree algorithm, you do not specify any configuration
information for the Bridge. Instead, the Configuration Manager
returns to the Wellfleet Configuration Manager Window (if the Bridge
alone is enabled on the circuit) or the configuration window for another
routing protocol.

The Configuration Manager solicits additional information only if you
enabled the Spanning Tree algorithm. With the algorithm enabled, the
Configuration Manager then displays the Spanning Tree Configuration
Window (Figure 3-5).

SPANNING TREE CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

Spanning Tree Global Parameters
Spanning Tree
sriage Prionit :77

Bridge MAC Address QLLILEVALVLEL

Max fAge 2000

Hello Time o

Forward Delay

Figure 3-5. Spanning Tree Configuration Window
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Complete the following steps:

1.

Assign values to the two required (Bridge Priority and Bridge
MAC Address) Spanning Tree parameters as described below.

Click on the Save button.

When the screen prompts Do you want to edit the Spanning Tree
Interface Parameters? either

— click Cancel to enable default Spanning Tree service

— click OK, and then proceed to the section Editing Spanning
Tree Interface Parameters in the chapter Configuring the
Bridge.

Once you click the Save button, you cannot access the Spanning Tree
Configuration Window again. To edit any Spanning Tree global
parameter, refer to the section Editing Spanning Tree Global
Parameters in the chapter, Configuring the Bridge.

Note:

Because the Spanning Tree is global (that is, it runs across all
Bridge circuits), the Configuration Manager only displays the
Spanning Tree Configuration Window the first time you specify
Spanning Tree for the Bridge. After that, you never again
specify global spanning tree configuration information.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Bridge Priority
None
0 - 65535

In conjunction with the Bridge MAC Address
parameter, assigns a 64-bit Bridge ID to the BN.
Bridge Priority supplies the most significant 16
bits of the Bridge ID, while Bridge MAC Address
supplies the remaining (least significant) 48 bits.

The Bridge ID is used by the Spanning Tree in
the selection of the Root Bridge. In selecting the
Root Bridge, the Spanning Tree chooses the
bridge with the lowest number Bridge ID. Thus,
the lower the Bridge Priority, the more likely the
BN will be selected as the Root Bridge.

Enter a decimal value from 0 to 65536.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Bridge MAC Address
None
Any valid 48-bit MAC-level address

In conjunction with the Bridge Priority
parameter, assigns a 64-bit Bridge ID to the BN.
Bridge Priority supplies the most significant 16
bits of the Bridge ID, while Bridge MAC Address
supplies the remaining (least significant) 48 bits.

The Bridge ID is used by the Spanning Tree in
the selection of the Root Bridge. In selecting the
Root Bridge, the Spanning Tree chooses the
bridge with the lowest number Bridge ID. Thus,
the lower the Bridge Priority, the more likely the
BN will be selected as the Root Bridge. In the
event of equal Bridge Priority values, the Bridge
MAC Address value determines the bridge’s
priority.

Enter a 48-bit MAC address expressed as a
12-digit hexadecimal value. Wellfleet
recommends that you set Bridge MAC Address to
the MAC address of one of the BN’s Spanning Tree

ports, preferably the one with the lowest priority.

After you assign values to Bridge Priority and Bridge MAC Address,
the BN provides default bridging services as described in the section
Bridge Parameters in Appendix A. To alter this default service refer to
the chapter Configuring the Bridge.
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Defining IP

If you enabled IP on the circuit, the Configuration Manager displays

the IP Configuration Window (Figure 3-6).

IP CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

IP. Configuration Parameters

IP Rddress 158.10.2.204

Transmit Bcast Addr

158.10.2.8 ¥

o

Enter your
IP circuit
information

7 here

Figure 3-6. IP Configuration Window

Complete the following steps:

1. Assign values to the three required (IP Address, Subnet Mask,
and Transmit Bcast Addr) IP interface parameters, and one
optional (Area Address) OSPF parameter as described below.

2. Click on the Save button to enable default IP service.

Or, alternatively

Click on the Details button to access and edit IP interface
parameters. For instructions on editing these parameters refer
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to the section Editing IP Interface Parameters in the chapter
Configuring IP.

Once you click the Save button in the IP Configuration Window you
cannot access this window for this IP interface again. To edit any IP
interface parameter, refer to the section Editing IP Interfaces in the
chapter, Configuring IP.

Parameter :
Wellfleet Default:
Options:
Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

3-14

IP Address

None

Any valid IP address

Assigns a 32-bit IP address to the interface.

Enter the IP address of the interface in dotted
decimal notation.

Subnet Mask
None

Depends on the class of the network to which the
interface connects.

Specifies the network and subnetwork portion of
the 32-bit IP address.

Enter the subnet mask in dotted decimal notation.

Transmit Bcast Addr
None
0 or any valid IP broadcast address

Specifies the broadcast address that the IP router
uses to broadcast packets across this interface.

Enter 0 to configure the IP router to use an all-1s
address for broadcasting packets; or enter the
broadcast address in dotted decimal notation.

N
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Note: The Wellfleet Configuration Manager enables RIP and/or OSPF
as determined by your selections at the Select Protocols
Window.

If you configured OSPF, the BN displays the interface-specific OSPF
Area Address Window (Figure 3-7).

Area Address for 192.32.1.55

Configuration Mode: local
SNMP Agent: LOCAL FILE

Figure 3-7. OSPF Area Address Window

Complete the following steps:
1. Designate the OSPF area to which the interface connects.
2. Click on the Save button.

Parameter: Area Address
Wellfleet Default:  None
Options:  Any four octet number in dotted decimal notation

Function: Identifies the OSPF area to which this interface
belongs.

Instructions:  Enter the appropriate area ID in dotted decimal
notation.
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Note: The backbone area ID is always 0.0.0.0. \

After you assign values to IP Address, Subnet Mask, Transmit Bcast
Addr and Area Address (if you configured OSPF), the BN provides
default IP and OSPF services as described in the section IP Parameters
and OSPF Parameters in Appendix A. To alter this default service refer
to the sections Configuring IP and Configuring OSPF.

Defining DECnet Phase IV

If you enable DECnet Phase IV on the circuit, the Configuration
Manager displays the DECnet Phase IV Configuration Window
(Figure 3-8).

DECNET IV CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

DECnet IU Configuration Parameters

Figure 3-8. DECnet Phase IV Configuration Window

Complete the following steps:

1. Assign values to the two required (Area ID and Node ID)
DECnet Phase IV interface parameters as described below.

2. Click on the Save button to enable default DECnet Phase IV
service.
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Or, alternatively

Click on the Details button to access and edit DECnet interface
parameters. For instructions on editing these parameters refer
to the section Editing DECnet Interface Parameters in the
chapter Configuring DECnet Phase IV.

Once you click the Save button in the DECnet Phase IV Configuration
Window you cannot access this window for this circuit again. To edit
any DECnet Phase IV parameter, refer to the section Editing DECnet
Interface Parameters in the chapter Configuring DECnet Phase IV.

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Area ID

None

1-63

Specifies a unique DECnet Phase IV Area ID for
this circuit.

The Area ID is the first six bits of a DECnet Phase
IV node address. You specify the Area ID on a
circuit-by-circuit basis; that is a single router may
have individual circuits residing in different
areas.

Enter the Area ID assigned to this circuit.
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Parameter: Node ID
Wellfleet Default: None
Options:  1-1024
Function:  Specifies a unique intra-area DECnet Phase IV
Node ID for this circuit.

The Node ID is the last 10 bits of a DECnet Phase
IV node address.

Note that if individual circuits on a router reside
in different areas, then each circuit may have a
different node address.

Instructions:  Enter the Node ID assigned to the BN.

After you assign values to Area ID and Node ID, the BN provides
default DECnet Phase IV service as described in the section DECnet
Phase IV Router Parameters in Appendix A. To alter this default
service refer to the chapter Configuring DECNET Phase IV.

Defining VINES

If you enabled VINES on the circuit, you need not specify any
configuration information. In response to the Do you want to edit the
VINES interface details? query either:

— Click on the Cancel button to enable default VINES service.
Or, alternatively

— Click on the OK button to access and edit VINES interface
parameters. For instructions on editing these parameters
refer to the section Editing VINES Interface Parameters in
the chapter Configuring VINES.

The BN provides default VINES service as described in the section
VINES Parameters in Appendix A. To alter this default service refer to
the chapter Configuring VINES.
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( Defining SMDS

If you enable SMDS (Switched Multi-Megabit Data Service) on the
circuit, the Configuration Manager displays the SMDS Configuration
Window (Figure 3-9).

SMDS CONFIGURATION

Configuration Mode: local
SNMP Agent; LOCAL FILE

SMDS Configuration Parameters

Individual Address 6172802374
Group Address 6172885555
ARP Address 6172752400

-

Figure 3-9. SMDS Configuration Window

Complete the following steps:

1. Assign values to the three required (Individual Address, Group
Address, and ARP Address) SMDS interface parameters as
described below.

2. Click on the Save button to enable default SMDS service.
Or, alternatively

Click on the Details button to access and edit SMDS interface
parameters. For instructions on editing these parameters refer
to the section Editing SMDS Interface Parameters in the
chapter Configuring SMDS.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Individual Address
None

Any valid 10-digit North American Numbering
Plan (NANP) telephone number.

Provides a local MAC-layer address.

Enter the 10-digit local address (telephone
number) as provided by the SMDS subscription
agreement.

Group Address
None

Any valid 10-digit North American Numbering
Plan (NANP) telephone number.

Provides a MAC-layer multicast address.

Enter the 10-digit multicast address as provided
by the SMDS subscription agreement.

ARP Address
None

Any valid 10-digit North American Numbering
Plan (NANP) telephone number.

Provides an address resolution multicast address.

Enter the 10-digit multicast address as provided
by the SMDS subscription agreement.

After you assign values to Individual Address, Group Address, and
ARP Address, the BN provides default SMDS service as described in
the section SMDS Parameters in Appendix A. To alter this default
service refer to the chapter Configuring SMDS.
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( Defining Frame Relay

If you enabled Frame Relay on the circuit, you need not specify any
configuration information.

The BN provides default Frame Relay service as described in the
section Frame Relay Parameters in Appendix A. To alter this default
service refer to the section Configuring Frame Relay.

Defining Protocol Priority

Each BN point to point interface is serviced by three types of priority
queues. These queues (in actuality a series of buffers) are designated
High, Normal, and Low priority. As the designations suggest, the BN
implements a dequeuing algorithm which grants transmit precedence
first to high, then to normal, and finally to low precedence traffic.

Note: Because of the high bandwidth availability of the media,
Protocol Priority is not supported over HSSI.

( The BN also provides a mechanism to assign priority to traffic types of
your choosing. This mechanism allows for content-based and length-
based priority designation. Content-based prioritization assigns
priority based on the contents of pre-defined or user-defined fields
within either the data link or IP header. Content-based prioritization
is fully explained in the chapter Configuring Protocol Prioritization.
Length-based prioritization assigns priority based on packet length. In
contrast with content-based prioritization, length-based prioritization
must be implemented at the circuit level.

Protocol Priority enables you to construct a length-based priority filter
associated with a specific circuit. A priority filter consists of two
elements: (1) a set of conditions against which a packet presented for
transmission across a specific interface is compared, and (2) an action
that is applied to packets which meet the specified conditions. The
conditions associated with a length-based filter specify packets by
encapsulation type, protocol, and packet length. Packets which meet
the specified conditions are queued for normal transmission; packets
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3-22

which fail to meet the conditions are queued for low priority \
transmission.

If you enable Protocol Prioritization on the circuit, the Configuration
Manager displays the Protocol Prioritization Configuration Window
(Figure 3-10).

iR

PROTOCOL PRIORITIZATION CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

KN e o I

ProtocolPrioritizationConfigurationParameters

Content-BasedPriority _
ongtr-sasearriorty TN

Figure 3-10. Protocol Prioritization Configuration Window

Complete the following steps:

1. Assign values to the two required (Content-Based Priority and
Length-Based Priority) Protocol Priority interface parameters.

2. Click on the Save button.
3. Optionally, configure content-based filters (refer to chapter

Configuring Protocol Prioritization for detailed information of
content-based filters).
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( Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Content-Based Priority
None
Yes or No

Implements priority queueing based on contents
of specified fields within the data link or IP
header.

Set to No if you do not wish to implement content-
based prioritization. Set to Yes if you wish to
implement content-based prioritization.

If you set to Yes, the Content-Based Priority
Configuration Window will appear when you exit
this screen. You may now configure a content-
based priority filter by referring the chapter
Configuring Protocol Prioritization; or you may
click Cancel to defer content-based configuration
until a later time.

Length-Based Priority
None
Yes or No

Implements priority queueing based on packet
length.

Set to Yes to enable length-based prioritization.

If you specify length-based prioritization, the BN displays the Length
Based Priority Interface Window. Click Add to display the Length
Based Priority Configuration Window (Figure 3-11).
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LENGTH BASED PRIORITY-CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

Length Based Priority Configuration Parameters

Data AAARB38101

Figure 3-11. Length Based Priority Configuration Window

Complete the following steps:

1. Assign values to the three required (Mux, Data, Length)
length-based priority configuration parameters described below.

2. Click on the Save button.

Parameter: Mux
Wellfleet Default: None
Options: ETYPE, LSAP, SNAP

Function:  Specifies one of the conditions against which
traffic presented for transmission will be
evaluated, namely the encapsulation method.

Instructions:  Select the encapsulation method.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Data
None

A protocol identifier expressed as a 5-byte
(10-digit) hexadecimal number.

Specifies one of the conditions against which
traffic presented for transmission will be
evaluated, namely the protocol type.

If MUX is equal to ETYPE, enter the
IEEE-assigned Ethernet Type of the encapsulated
protocol traffic followed by 000000. For example,
to specify DECnet Phase IV traffic enter
6003000000.

If MUX is equal to LSAP (generally used with
VINES and Spanning Tree), enter the LLC1
identifier followed by 0000. For example, to
specify Spanning Tree traffic enter 4242030000.

If MUX is equal to SNAP, enter the
IEEE-assigned Ethernet Type of the encapsulated
protocol traffic preceded by the OUI (generally,
but not always 0). For example, to specify DECnet
Phase IV traffic enter 0000006003; to specify
AppleTalk ARP, enter 0000F880F'3.

Enter the appropriate protocol identifier.
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Defining IPX

3-26

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Length
None
Any packet length

Specifies one of the conditions against which
traffic presented for transmission will be
evaluated, namely the packet length. Packets of
the specified encapsulation and protocol types
which are equal to or shorter than the value
specified by this parameter are queued for normal
transmission. Packets of the specified
encapsulation and protocol types which are longer
than the value specified by this parameter are
queued for low priority transmission.

Enter the packet length.

After you assign values to Mux, Data, and Length, the BN provides
default Length-Based Protocol Prioritization service as described in
the section Protocol Prioritization Parameters in Appendix A. To alter
this default service or to configure content-based prioritization, refer to
the chapter Configuring Protocol Prioritization.

If you enabled IPX on the circuit, the Configuration Manager displays
the IPX Configuration Window (Figure 3-12).

Complete the following steps:

1. Assign values to the required (Network Address) IPX interface
parameter as described below.

2. Click on the Save button to enable default IPX service.

Or, alternatively

Click on the Details button to access and edit IPX interface
parameters. For instructions on editing these parameters refer
to the section Editing IPX Interface Parameters in the chapter
Configuring IPX.
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{PX CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

IPR Configuration Parameters

Network Address (hexr) JUAGUERR:

Figure 3-12. IPX Configuration Window

Once you click the Save or Details button in the IPX Configuration

Window you cannot access this window for this IPX interface again. To

edit any IPX interface parameters, refer to the section Editing IPX

Interfaces in the chapter Configuring IPX.

Parameter: Network Address (hex)
Wellfleet Default: None
Options:  Any valid IPX network address

Function:  Assigns an IPX address to the interface.

Instructions:  Enter the IPX address of the interface in

hexadecimal notation.
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Note: The Wellfleet Configuration Manager sets the Configure RIP :
parameter as determined by your selection in the Select s
Protocols Window. You can, however, change the value of this
parameter in the IPX Configuration Window. Once you save
this window you cannot change its settings.

After you assign a value to Network Address (hex), the BN provides
default IPX service as described in the section IPX Parameters in
Appendix A. To alter this default service refer to chapter Configuring
IPX.

Defining XNS

3-28

If you enabled XNS on the circuit, the Configuration Manager displays
the XIS Configuration Window (Figure 3-13).

.

XNS CONFIGURATION

Configuration Mode: local N
SNMP Agent: LOCALFILE

KNS Configuration Parameters

Network Rddress (hex) RIAGUEARY

Base Host Number 721908d26¢c21

Figure 3-13. XNS Configuration Window
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Complete the following steps:

1. Assign values to the two required (Network Address and Base
Host Number) XNS interface parameters as described below.

2. Click on the Save button to enable default XNS service.

Or, alternatively

Click on the Details button to access and edit XNS interface
parameters. For instructions on editing these parameters refer
to the section Editing XNS Interface Parameters in the chapter
Configuring XNS.

Once you click the Save button in the XNS Configuration Window you
cannot access this window for this XNS interface again. To edit any
XNS interface parameters, refer to the section Editing XNS Interfaces
in the chapter Configuring XNS.

Parameter :
Wellfleet Default:
Options:
Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Network Address (hex)

None

Any valid XNS network address

Assigns an XNS address to the interface.

Enter the XNS address of the interface in
hexadecimal notation.

Base Host Address
None
Any valid XNS host address

Assigns an XNS host address to the BN and
provides a default MAC-level address.

Enter the XNS host address in hexadecimal
notation.

3-29



Adding a Circuit to the BN

Note: The Wellfleet Configuration Manager sets the Configure RIP
parameter as determined by your selection in the Select
Protocols Window. You can, however, change the value of this
parameter in the XNS Configuration Window. Once you save
this window you cannot change its settings.

After you assign values to Network Address (hex) and Base Host
Address, the BN provides default XNS service as described in the
section XNS Parameters in Appendix A. To alter this default service
refer to the chapter Configuring XNS.

Defining AppleTalk

If you enabled AppleTalk on the circuit, the Configuration Manager
displays the AppleTalk Configuration Window (Figure 3-14).

APPLETALK AUTO CONFIGURATION

Configuration Mode: local
SNMP Agent: LOCAL FILE

AppleTalk Interface Parameters

Figure 3-14. AppleTalk Configuration Window

Complete the following steps:

1. Assign a value, Seed or Nonseed, to the required (Router Type)
AppleTalk interface parameter.

If you need more information on how you should define the
router type for this interface, refer to the section When Should I
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Configure My Wellfleet AppleTalk Router as a Seed Router? in
the Configuring AppleTalk chapter of this guide.

2. Click on the Save button.

If you designate the interface as seed, the AppleTalk
Configuration window appears (see Figure 3-15). You now
specify seed router information as described in the following
sections.

If you designate the interface as nonseed, the BN provides
default AppleTalk service as described in the section AppleTalk
Parameters in Appendix A. To alter this default service refer to
the chapter Configuring AppleTalk.

Parameter: Router Type
Wellfleet Default: None
Options:  Seed on Nonseed

Function:  Designates whether the interface functions as an
AppleTalk Seed or Nonseed router.

A Seed router provides other AppleTalk routers
with configuration information (specifically the
range of network numbers contained within the
AppleTalk internet and zone names within the

AppleTalk internet).

Every AppleTalk network must contain at least
one Seed router. If the network contains multiple
Seed routers, each such router must be configured
with identical Network Start, Network End, and
Default Zone information.

Nonseed routers receive network range and zone
name information from Seed routers.

Instructions:  Select Seed or Nonseed.
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APPLETALK CONFIGURATION

| o

FileZone List

Configuration Mode: local
SNMP Agent :LOCAL FILE

Port Enable m m
Checksum Enable m m
ena station  [EEE IEEEEH

Node ID

Network 1D

Network Start

Network End

Default Zone

Zone List

Figure 3-15. AppleTalk Configuration Window
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Specifying Seed Router Information

If you designate the BN as a Seed router, the Configuration Manager
displays the AppleTalk Configuration Window (Figure 3-15).

Complete the following steps:

1.

Note:

If you are configuring the AppleTalk interface in Dynamic
configuration mode, reset the Port Enable parameter to Enable.

If you are configuring the AppleTalk interface in either Local or
Remote configuration mode, the Port Enable parameter is set to
Enable by default. Accept the default setting.

Accept the default settings for Checksum Enable and TR End
Station.

Assign values to the Node ID and Network ID parameters.

Wellfleet strongly recommends accepting the default value O for
the Node ID and Network ID parameters. This allows the BN to
dynamically assign a unique AppleTalk address to the circuit.
The only exception to this is if you are configuring AppleTalk on
a synchronous (point-to-point) circuit, in which case you must
specify a different AppleTalk address for each end point of the
circuit.

Assign values to the Network Start, Network End, and Default
Zone parameters.

You must define these three parameters in order for the
interface to act as a seed router. If you do not assign values to
these parameters, the interface becomes nonseed by default.

If you are configuring a seed router for a network containing
multiple zones, then proceed to the section Defining a Zone List
to specify the zone list for the seed router.

If the default zone is the only zone assigned to this network,
then simply select File/Done.

Once you save the seed router information, the BN provides default
AppleTalk service as described in the section AppleTalk Parameters in
Appendix A. To alter this default service refer to the chapter
Configuring AppleTalk.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

3-34

Node ID
None
Any decimal value from 0 to 253.

Specifies the node number assigned to this
AppleTalk interface. Each AppleTalk node must
have a network-unique Node Id.

Wellfleet recommends accepting the default 0.
When you accept the default 0, the BN
dynamically acquires a Node ID for the interface
during startup - thus ensuring that the AppleTalk
address for this interface is unique within the
network.

If you change the default value, the router uses
the Node ID that you specify.

Network ID
None
Any decimal value from 0 to 65279.

Specifies the network number assigned to this
AppleTalk interface.

Wellfleet recommends accepting the default 0.
When you accept the default 0, the router
dynamically acquires a Network ID for the
interface during startup - thus ensuring that the
AppleTalk address for this interface is unique
within the network.

If you change the default value, make certain that
the number you specify is within the correct
network range. The router then uses the Network
ID that you specify.
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Note: Ifthe AppleTalk address (Node ID/Network ID) matches that of
any other node on the network, the interface automatically

disables.

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Network Start
0
Any decimal value from 1 to 65279.

Specifies the lowest boundary (minimum) of the
range of network numbers that are available for
use by nodes on the network to which this
interface connects.

This parameter’s setting (together with the
Router Type parameter) determines whether or
not this interface functions as a seed router. A
seed router supplies the Network Start, Network
End, Default Zone and Zone List information for
all other nonseed routers on this network. A
nonseed router acquires this information from the
other seed routers on the network.

Each network must contain at least one seed
router.

To configure this interface as a seed router,
specify the Network Start as follows:

— If this is the only seed router on the network,
check your network topology map to see how
your network is divided and enter the lowest
boundary network number here.

— If there are already seed routers on the
network, enter the same Network Start value
that is configured on all other seed routers.
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Note: If you specify a Network Start other than the default 0, then
1) the router becomes a seed router automatically and 2) you
must also specify values for the Network End and Default Zone
parameters.

Parameter: Network End
Wellfleet Default: None
Options:  Any decimal value from 1 to 65279.

Function:  Specifies the upper boundary (maximum) of the
range of network numbers that are available for
use by nodes on the network to which this
interface connects.

This parameter is used in conjunction with the
Network Start parameter to help define a seed
router. If you have not specified a Network Start,
this parameter is ignored.

Instructions:  To configure this interface as a seed router,
specify the Network End as follows:

— If this is the only seed router on the network,
check your network topology map to see how
your network is divided and enter the upper
boundary network number here.

— If there are already seed routers on the
network, enter the same Network End value
that is configured on all other seed routers.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Defining a Zone List

Default Zone
None
Any valid zone name.

Specifies the name of the default zone where all
new nodes are assigned when they first start up
on this network.

This parameter is used in conjunction with the
Network Start and Network End parameters to
help define a seed router. If you have not specified
a Network Start, this parameter is ignored.

To configure this interface as a seed router, then
specify the Default Zone as follows:

— If this is the only seed router on the network,
enter any valid Default Zone name.

— If there are already seed routers on the
network, enter the same Default Zone name
as is configured on all other seed routers.

A valid zone name can consist of 1 to 32 characters
and can include any keyboard character (except
the * character).

This section describes how to define the zone list of an AppleTalk
interface that you are initially configuring.

Note: If this AppleTalk interface has already been enabled on your
network, and you are modifying the zone list to add or delete a
zone name from the list, then do not follow these instructions.
Instead, refer to the section Adding or Removing an AppleTalk
Zone in the chapter Configuring AppleTalk .
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Beginning from the AppleTalk Configuration Window, you add a zone (
name to the interface’s zone list as follows:

1. Select the Zone List/Add option to display the AppleTalk Zone
List window.

2. Enter the zone name you wish to add to the list.

The zone name can consist of 1 to 32 characters and include any
keyboard character (except for the * character).

3. Click the Add Zone button.
The zone name you specified has been added to the zone list.

4. Repeat steps 1-3 to add another zone name to the zone list, or
select the File/Done option to save your changes and exit from
the window.

Once you save the seed router information, the BN provides default
AppleTalk service as described in the section AppleTalk Parameters in
Appendix A. To alter this default service refer to the chapter
Configuring AppleTalk.

Defining Source Routing —

If you enabled Source Routing on the circuit, you need not specify any
configuration information.

The BN provides default Source Routing service as described in the
section Source Routing Parameters in Appendix A. To alter this default
service refer to the chapter Configuring Source Routing.

"\,/’ ‘
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Editing Circuits

The remaining sections describe how to edit circuit parameters. The
Configuration Manager allows you to access all parameters associated
with each circuit.

For each of the procedures described in the following sections, there
are two ways to access the necessary windows. Both ways require you
to begin at the Wellfleet Configuration Manager Window where you
have two options:

0 Selecting the Circuits/Edit Circuits option

This is the procedure documented throughout the following
sections.

Clicking a connector

This option calls the Editing Options Window for a specific
circuit. From this window, you may select either the Edit
Circuits button, which brings you to the Circuit Definitions
Window; or the Edit Line button, which brings you to the
appropriate line details window. This option does not allow for
deleting a circuit from the BN.

Deleting a Circuit from the BN

To delete a circuit from the BN, you begin at the Wellfleet
Configuration Manager Window and complete the following steps:

1.

Select the Circuits/Edit Circuits option.

The Circuit List Window appears (Figure 3-16).

Select the circuit you want to delete from list of the circuits.
In this example, circuit E21 is selected.

Click the Delete button; the Delete Circuit Window appears
(Figure 3-17).
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CircuitList

Configuration Mode: loc
SNMP Agent LQCAL FILE

CIrcuiis .

B il

Figure 3-16. Circuit List Window

Delete Circult

nerete circuit NN

: Delete... ,’ " - ance

Figure 3-17. Delete Circuit Window

4. Click the Delete button in the Delete Circuit Window.

The circuit is deleted from the BN, and no longer appears in the

Circuit List Window.

Repeat steps 1 through 4 for each circuit that you want to delete from

the BN.

-
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Renaming a Circuit

To rename a circuit on the BN, you begin at the Wellfleet Configuration
Manager Window and complete the following steps:

1. Select the Circuits/Edit Circuits option from the Circuits menu.

The Circuit List Window appears (see Figure 3-18).

v Circuit List

Configuration Mode: local
SNMP Agent: LOCAL FILE

O D T

Circuits

Figure 3-18. Circuit List Window

2. Select the circuit you want to rename from the list of circuits.
In this example, circuit E21 is selected.

3. Click the Edit button; the Circuit Definition Window appears
(see Figure 3-19).

4. Enter a new name for this circuit in the Circuit Name box.

5. Select the File/Save Lines button; the circuit’s new name is
saved.

Follow steps 1 through 5 for each circuit that you wish to rename.
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Circuit Definition

Eile  Protocols Lines...

Siot

Protocols:

Circuit Name: -

Conﬁ%uration Mode: local
NMP Agent:LOCAL FILE

IP

Lines

Figure 3-19. Circuit Definition Window

Adding Protocols to a Circuit
To add protocols to a circuit, begin at the Wellfleet Configuration

Manager Window and complete the following steps:

1. Select the Circuits/Edit Circuits option.

Circuit
Name
Box

The Circuit List Window appears (see Figure 3-20).
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CircuitList

Configuration Mode: LOCAL

SNMP Agent: Local File

con e B o

Circuits

Figure 3-20. Circuit List Window

2. Select the circuit to which you want to add protocols.

In this example, circuit E21 is selected.

Click the Edit button; the Circuit Definition Window appears
(Figure 3-21).

Select the Protocols/Add/Delete option; the Select Protocols
Window appears (previously shown in Figure 3-4).

Select the protocols that you want add to this circuit; then click
on the Save button.

For each protocol you add, the Configuration Manager displays
a configuration window prompting you to define each protocol
you enabled on the circuit.

Define each protocol you added to the circuit. To do this, refer to
the corresponding section(s) earlier in this chapter.

Repeat steps 1-6 for each circuit to which you want to add protocols.
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- Circuit Definition

Eile Protocols Lines...

Confi :uratiOn,éMode: local
NMP Agent: LOCAL FILE:

1P
Protocols:

“circuit Name: | 3]

siot : : I Lines
e 1

Figure 3-21. Circuit Definition Window

Moving a Circuit

Once you have configured a circuit on a network interface, you can
move the circuit to another network interface. When you move a circuit
to a different type of network interface (for example, when you move an
Ethernet circuit to an FDDI network interface connector), the
Configuration Manager notes the type of connector to which the circuit
now interfaces, and automatically provides the appropriate line detail
parameters.
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(ﬂ\ To move a circuit, begin at the Wellfleet Configuration Manager
— Window and complete these steps.

1. Select the Circuits/Edit Circuit option.
The Circuit List Window appears (Figure 3-22).

Circuit List

Configuration Mode: local
SNMP Agent: LOCAL FILE

o [l oo Il cance

Circuits

Figure 3-22. Circuit List Window

2. Select the circuit you want to move from list of the circuits.
In this example, circuit E21 is selected.
3. Click the Edit button.

The Circuit Definition Window appears (Figure 3-23). The name
of the circuit you wish to move appears in the Circuit Name box,
and the connector to which it interfaces is highlighted.

4. Click the circuit’s connector.

The circuit is removed from the connector, and the connector is
no longer highlighted.
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Circuit Definition

Eile Protocols Llines...

Configuration Mode: local
NMP Agent: LOCAL FILE

IP

Protocols:

Circuit Name: m

Siot

Lines

' 1 S
: ] Fcvez § comt § oMz
[ I N
+ I I N
a1 1 I

Figure 3-23. Circuit Definition Window

5. Click the connector with which you want this circuit to
interface.

The connector you chose is now highlighted, indicating that the
circuit now connects to it.

At this point, you may want to rename the circuit if you think
the old circuit name may cause some confusion. To do this,
simply enter a new name in the Circuit Name box. Select the
File/Save Lines option.
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6. Select the File/Cancel option to exit this window and return to
the Wellfleet Configuration Manager Window.

All circuit moves are reflected in this window.

Follow steps 1 through 6 for each circuit that you wish to move.

Assigning an Additional IP Address to a Circuit

Wellfleet IP routing supports multinet. Multinet allows you to assign
multiple IP addresses to a single circuit; thus, one circuit can support
multiple IP network interfaces. For information about Multinet, see
Multinet in the chapter Configuring IP .

You can assign as many IP addresses as you desire to a circuit. To
assign an additional IP addresses to a circuit, begin at the Wellfleet
Configuration Manager Window and complete the following steps:

1. Select the Circuits/Edit Circuits option.
The Circuit List Window appears (see Figure 3-24).

Circuit List

Configuration Mode: local
SNMP Agent: LOCAL FILE

o oeee o

Circuits

Figure 3-24. Circuit List Window
2. Select the circuit to which you want to assign an additional IP
address, then click the Edit button.
The Circuit Definition Window appears (see Figure 3-25).
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Circuit Definition

Eile Protocols Lines...

Configuration Mode: local
NMP Agent: LOCAL FILE

IP
Protocols:

Slot Lines

| .
1 | [
= 1 | |
. 1 ] 1

Figure 3-25. The Circuit Definition Window

Circuit Name:

3. Select the Protocols/Edit IP/Interfaces option.
The IP Interface Window appears (see Figure 3-26).
4. Click the Add button.
The IP Configuration Window appears (see Figure 3-27).
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IP Interfaces

Configuration Mode: local
SNMP Agent: LOCAL FILE

I KB DO X

Interfaces
-

Figure 3-26. IP Interfaces Window

IP CONFIGURATION

Configuration Mode: local
SNMPAgent LOCAL FILE

1P Conflguratlon Parameters Enter your

IP circuit
- : information
IP_ Address n | 158.10.2.204 ‘ here

Transmit Bcast Addr :

Figure 3-27. IP Configuration Window
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5. Enter the IP address you wish to assign to this circuit in the IP
Address box, then enter the Subnet Mask and Transmit Bcast
Address for this circuit in the appropriate boxes.

6. Click the Save button.

You are returned to the IP Interfaces Window. The address you
just assigned to the specified circuit appears in the Interfaces
scroll box.

Follow steps 1 through 6 for each IP address you wish to add to a
circuit.

Deleting Protocols from a Circuit

To delete protocols from a circuit, begin at the Wellfleet Configuration
Manager Window and complete the following steps:

1. Select the Circuit/Edit Circuits option.
The Circuit List Window appears (see Figure 3-28).

CircuitList

Configuration Mode: local
SNMP Agent: LOCAL FILE

o et Bl conce

Circuits

Figure 3-28. Circuit List Window

2. Select the circuit from which you want to delete protocols.
In this example, circuit E21 is selected.

3. Click the Edit button; the Circuit Definition Window appears
(see Figure 3-29).
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W Circuit Definition

File Protocols Lines...

Configuration Mode: local
SNMP Agent: LOCAL FILE

IP
Protocols:

Circuit Name: m

Slot Lines

1 i 1
* 1l I
+ 1
e 1 ' 1

Figure 3-29. Circuit Definition Window

2 HCUR!

4. Select the Protocols/Add/Delete option; the Select Protocols
Window appears (previously shown in Figure 3-4).

Select the protocols that you want delete from this circuit.
Click on the Save button.

You are returned to the Circuit Definition Window. The
protocol(s) you just deleted no longer appear in the Protocols
scroll box.

Follow steps 1 through 6 for each circuit from which you want to delete
protocols.
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Editing Line Details for a Circuit

3-52

To edit line details, start at the Wellfleet Configuration Manager
Window and complete the following steps:

1. Select the Circuits/Edit Circuits option.
The Circuit List Window appears (see Figure 3-30).

CircuitList

: Conﬁ uratlon Mode' LOCAL ;
SNMP Agent Local Fi Ie

Clrcults

Figure 3-30. Circuit List Window

2. Select the circuit you want to edit.
In this example, circuit E21 is selected.

3. Click the Edit button; the Circuit Definition Window appears
(see Figure 3-31).

4. Select the Lines option; the Edit Lines Window appears
(see Figure 3-32).

This window lists the existing lines by slot number and
connector.

5. Select the circuit for which you wish to edit line details and
click the Edit button.

N
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Circuit Definition

File <“Protocols Lines...

Configuration Mode: local
NMP Agent: LOCAL FILE

IP
Protocols:
circuit Name: |[25]
Slot Lines

. | I 1
s 1 I

Figure 3-31. Circuit Definition Window

In this example, the line connected to XCVR1 in slot 2 is
selected. Depending on the type of circuit that you selected in
Step 2, the Configuration Manager displays a window that
allows you to modify the circuit’s line details.
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Edit Lines

Lines

——

Figure 3-32. Edit Lines Window

6.

Editing E1 Line Details

Set each of the parameters as appropriate for the circuit on the
line detail window that appears.

The following sections describe how to edit line detail
parameters. Refer only to the section that corresponds to the
type of circuit you are editing.

Repeat steps 1 through 6 for each circuit that needs line detail
modification.

If the circuit you wish to edit is an E1 circuit, the Configuration
Manager now displays the E1 Window (see Figure 3-33).

Complete the following steps:

1.
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Enter or select new values for the E1 service parameters you
want to edit.

If you wish to edit synchronous line parameters, click the
Configure Sync button. Refer to the section Editing
Synchronous Line Details in this chapter for necessary details.

Click the Save button.
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v E1LINE ENTRY

Configuration Mode: local
SNMP Agent :LOCAL FILE

& Disable

Clock Mode

Figure 3-33. E1 Window
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Parameter :
Wellfleet Default:
Options:
Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Enable

Enable

Enable/Disable

Enables or Disables the E1 line.

Set to Disable if you want to disable the E1 line.

HDB3S Support
Disable
Disable/Enable

Enables or disables High Density Bipolar Coding
(a mechanism to maintain sufficient ones-density
within the E1 data stream).

Enable or disable based on the ability of the
associated E1 equipment to support HDB3.

Clock Mode

Internal

Internal/Slave/Manual

Specifies the source of the E1 transmit clock.

Internal specifies that the E1 transmit clock is
internally generated; Slave specifies that the E1
transmit clock is externally generated (that is, the
transmit clock is derived from the incoming data
stream); Manual specifies that the clock source is
hardware configured (that is, the source of the
transmit clock is determined by jumpers on the E1
link module). Refer to the Maintenance Guide for
information on link module hardware
configuration.

Select the clocking mode making certain that the
associated E1 equipment is configured in a
complementary fashion.
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Parameter: Mini Dacs
Wellfleet Default: 1dle

Note:

Note:

Note:

Options:  Idle/Data/Voice/Circuit 1/Circuit 2

Function:  Assigns each E1 channel to a specific function.

Instructions:  Assign each of the 32 E1 channels as required.

I idles the channel

The first E1 channel is reserved for signalling and should be set
to Idle.

D assigns the channel to data pass through
(E1 connector to E1 connector)

V assigns the channel to voice pass through
(E1 connector to E1 connector)

Data and/or voice pass through requires that identical channels
be assigned to data or voice on both E1 connectors. For example
if the first E1 connector allocates channels 2 through 8 to voice
pass through and channels 9 through 16 to data pass through,

the second E1 connector must also allocate channels 2 through
8 to voice and 9 through 16 to data pass through.

Circuit 1 assigns the channel to the first E1
connector

Circuit 2 assigns the channel to the second
E1 connector

E1 channels cannot be allocated to both E1 circuits. If, on the
first E1 connector, channels 17 through 25 are allocated to
circuit 1, the second E1 connector must idle these channels or
allocate them to circuit 2.
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Editing Ethernet Line Details

If the circuit you wish to edit is an Ethernet circuit, the Configuration
Manager now displays the XCVR Window (see Figure 3-34).

Configuration Mode: local
SNMP Agent: LOCAL FILE

HCUR Parameters

Enable l B\IHBI.E

BOFL Timeout

Figure 3-34. XCVR Window

Complete the following steps:

1. Enter or select new values for the Ethernet line detail
parameters you want to edit.

2. Click the Save button.

Parameter: Enable
Wellfleet Default:  Enable
Options:  Enable/Disable
Function: = Enables and disables this Ethernet line.

Instructions:  Set this parameter to either Enable or Disable for
this line.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

BOFL (Breath of Life) Enable
Enable
Enable/Disable

When set to Enable, BOFL specifies the sending of
Breath of Life messages from this system to
everyone on the local network. These messages
signify that the Ethernet line is up and
functioning normally.

Set to Enable or Disable depending on whether
you want this system to issue Breath of Life
messages over this line.

Note: Wellfleet recommends that BOFL be enabled.

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

BOFL Timeout
5 seconds
1 - 60 seconds

Specifies the maximum amount of time that can
elapse between the successful transmission of
Breath of Life messages from this system. If this
time is exceeded, the Ethernet line will go down,
and then come back up.

This parameter is valid only if BOFL is set to
Enable.

Either accept the default BOFL Timeout of 5
seconds, or specify a new value.
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Editing FDDI Line Details

If the circuit you wish to edit is an FDDI circuit, the Configuration
Manager now displays the FDDI Window (see Figure 3-35).

Configuration Mode: local
SNMP Agent: LOCAL FILE

FDDI

Enable : ﬁmnu '

BOFL Enable ENABLE

BOFL Timeout

SMT Connection Policy

SMT Notify

MAC TRegq 2062500

Figure 3-35. FDDI Window

Complete the following steps:

1. Enter or select new values for the FDDI line detail parameters
you want to edit.

2. Click the Save button.
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( Parameter :
Wellfleet Default:

Options:

Function:

Instructions:

Parameter :
Note:

Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Note:

Wellfleet Default:
Options:

Function:

Instructions:

Enable

Enable

Enable/Disable

Enables or Disables FDDI on this interface.

Set to Disable if you want to disable FDDI on this
interface.

BofL. Enable

Wellfleet recommends that BofL be enabled.

Enable
Enable/Disable
Enables or disables “breath of life” polling.

When set to Enable, this parameter enables the
periodic verification of SMT ring management (to
confirm that the FDDI connection is functional).

Set to Enable or Disable depending on whether
you want the FDDI station to verify the link state.

BofL Timeout

BofL: Timeout is valid only if BofLL Enable is set to Enable.

5
1 - 60 seconds

Specifies the maximum amount of time that can
elapse between the successful polling of the link
state.

Either accept the default value of 5 seconds or
specify a new value.
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Wellfleet Default:
Options:
Function:

Note:

Parameter :

SMT Connection Policy
65381
0 - 65535

Provides a decimal equivalent of a sixteen-bit
status word that specifies the connection policies
requested at the FDDI station.

A station sets the corresponding policy for each of
the connection types that it wishes to reject. The
policy descriptor takes the form “rejectX-Y” where
X denotes the Physical Connection (PC) type of
the local port, and Y denotes the PC type of the
neighbor.

The setting of a particular connection does not necessarily
mean that the connection will be rejected. The SMT standard
requires the both sides of the connection must agree to reject,
else both sides must accept the connection.

X and Y can take the following values:

A -- indicating that the port is a dual attachment
station or concentrator that attaches to the
primary IN and the secondary OUT when
attaching to the dual FDDI ring

B -- indicating that the port is s dual attachment
station or concentrator that attaches to the
secondary IN and the primary OUT when
attaching to the dual FDDI ring

M --indicating a port in a concentrator that serves
as a Master to a connected station or concentrator

S -- indicating a port in a single attachment
station or concentrator

The value is a sum that initially takes the value
zero, then for each of the connection policies
requested by the node, 2 raised to a power is
added to the sum. The powers are according to the
following table.
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Table 3-1.  SMT Connection Policy Values

Policy

Power

rejectA-A

rejectA-B

rejectg-s

rejectA-M

rej ectB—%

rejectﬁg@l

rejectB-S

rejectk—/ﬁ
sMN

rej ect%A

rejectS-{q)

Q| 0| | O | T ] W DN =] O

rejectS-ﬁS

—
o]

rejectS-M

—
—

rejectM-A

-
]

rejectM-B

—
w

rejectM-S

—
S

rejectM-M

-
ot

Note: The SMT standard requires that Bit 15 (rejectM-M) must be

set.

Default connection policy is illustrated in the
following illustration.
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BIT 15

BIT 0

L
Accept B-B

> Accept A-M

>  Accept B-wh

>  Accept /C/B
oM

Figure 3-36. Connection Policy Status Word

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

3-64

Set the status word value to reflect local
connection policies.

SMT TNotify
22 (seconds)
2 -30 seconds

Specifies the interval between successful
iterations of the Neighbor Notification Protocol.

The Neighbor Notification protocol (1) determines
the MAC address of the FDDI upstream and
downstream neighbor, (2) detects duplicate MAC
addresses on the ring, and (3) generates periodic
“keep-alive” traffic that verifies the local MAC
transmit and receive paths.

Accept the default value of 22 seconds or specify a
new value.
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Parameter :
Wellfleet Default:

Options:

Function:

Instructions:

Editing HSSI Line Details

MAC TReq

2062500 (octet units - 80 nanoseconds, or 165
milliseconds)

Any value

Specifies the TTRT (target token rotation time)
carried in claim frames issued by the FDDI
connection.

Enter the claim value in 80-nanosecond
increments.

If the circuit you wish to edit is a HSSI circuit, the Configuration
Manager now displays the HSSI Parameters Window

(see Figure 3-37).

Complete the following steps:

1. Enter or select new values for the HSSI line detail parameters
you want to edit.

2. Click the Save button.

Parameter :
Wellfleet Default:
Options:
Function:

Instructions:

Enable

Enable

Enable/Disable

Enables and disables this HSSI line.

Set this parameter to either Enable or Disable for
this line.
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Configuration Mode: local
SNMP Agent: LOCAL FILE

HSSI Parameters

Enable [ENABLE

BOFL DISABLE

BOFL Frequency

MTU

Transmission Interface

External Clock Speed 46359642

CRC Size

Figure 3-37. HSSI Parameters Window

Note: Wellfleet recommends that BOFL be enabled for point-to-point
connections between Wellfleet peers. However, if such a
connection is accomplished through a wide-area transport
service such as Frame Relay or SMDS, BofLL must be disabled.
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Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

Parameter :
Wellfleet Default:
Options:

Function:

Instructions:

BOFL
Enable
Enable/Disable

BOFL enables the transmission of proprietary
SNAP-encapsulated Breath of Life messages over
a point-to-point connection between the local BN
and a remote peer.

The exchange of BofLL messages provides a level of
confidence in the point-to-point connection. With
BofL enabled, the BN sends periodic keep-alive
messages to the remote peer.

Set to Enable or Disable depending on whether
you want to transmit BOFL messages over this
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